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Digitisation of our society
• IMPACT

• Communication and social contacts

• Way we work and learn

• Participation in politics and the economy

• CHALLENGES

• Changing the role of humanity in the digital society

• Recognising truth in a deluge of information

• Data storage and management

• Access to information

• NEW CONCEPTS

• Dataspaces

• Trust



Why use a data repository?

A data repository is a central location for data used for managing, 
sharing, and analyzing information. It provides:

1. Centralization of Data

2. Accessibility

3. Security

4. Consistency and Integrity

5. Efficiency in Data Analysis

6. Scalability

7. Compliance and Audit Trails

8. Reusability of Data

9. Support for Collaboration





TRUST

• Repositories must earn the TRUST of the communities they intend to serve 
and demonstrate that they are reliable and capable of appropriately 
managing the data they hold (1).

• Transparency

• Responsibility

• User focus

• Sustainability

• Technology

• Deals with the question: why do people want to use a repository or not? 
Sometimes these choices are emotional… people are insufficiently 
informed, are afraid 



Linked to a number of other principles

• FAIR-data principles to improve the Findability, Accessibility, 
Interoperability, and Reusability of digital assets

• Open Archival Information System (OAIS)-reference model to set up 
an archive, consisting of an organization that has accepted the 
responsibility to preserve information long term and make it available 
for a designated community

• Certification (CoreTrustSeal , DIN31644/NESTOR7 , and ISO163638) 
to assess and improve the quality of digital repositories

TRUST



TRUST is created by being as transparent as possible about the repository's policies

• Target audience

• Capabilities

• Mission

• Capacities

• Conditions

• Retention term of the data

• Additional services... (e.g. sensitive data)

• …

This information should be published as clearly as possible 

1. Transparency



Example: SODHA (Social Sciences and Digital Humanites Archive)

Mission

Target

Target audience

Retention term…





2. Responsibility
• Adhering to the designated community’s metadata 

and curation standards (e.g. DDI, CESSDA Topic 
Classification)

• Providing stewardship of the data holdings e.g. 
technical validation, documentation, quality control, 
authenticity protection, and long-term persistence.

• Quality control of (meta)data

• Data services

• Platform

• Institutional sub repository

• …

• Legal aspects 

• Intellectual rights

• Sensitive information

• Creative commons licences…







3. User focus
• Expectations

• Data practices of the community

• Evolvement with community expectations

• Enable community to find explore and understand data

• Encourage users to describe the data

• Enforcing communities' norms and standards

• Quality control of (meta)data







4. Sustainability

• Permanent access for current and future community

• Providing services over time

• Risk mitigation, business continuity, disaster recovery…

• Funding

• Governance for long time preservation

This last step is often the most difficult because many platforms are 
project-funded and can therefore run out of funds.



5. Technology

• A repository depends on the interaction of people, processes, and 
technologies 

• Its activities are supported by software hardware, and technical 
services. 

• Technological capabilities
• Standards, tools and technologies for data management

• Plans and mechanisms to prevent, detect, and respond to cyber or physical security threats





Questions & Contact

• Dr. Johan Van der Eycken

• Johan.vandereycken@arch.be


